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FortiEdge Cloud

The network edge, a dynamic environment where users and data enter 
and exit, requires management tools that are easy to implement, use, 
and adapt to an ever-changing environment. 

FortiEdge Cloud is a hosted cloud-based management platform for the 
Fortinet Secure LAN Edge (FortiSwitch and FortiAP), and FortiExtender 
5G/LTE Gateways, offering zero touch deployment, configuration 
management, reporting and analytics for standalone LAN and WAN 
gateway extension deployments. 

FortiEdge Cloud offers a simple, intuitive, easy-to-use interface to 
manage that is available from anywhere at any time. Able to scale from 
a small handful of devices to thousands across multiple geographically 
distributed sites, FortiEdge Cloud enables you to improve productivity, 
customize notifications, and enhance the reliability and intelligence of 
your network and business operations.

Manage Your Standalone FortiEdge Cloud Deployment

Highlights

	n Free limited-service option

	n Full Subscription offers one 
year of logs, unlimited sites

	n International Cloud 
Management

	n Multi-Tenancy capable

	n Secure device registration 
and authentication

	n Zero-touch Provisioning

	n REST API conforming to the 
OpenAPI specification for 
third party integration

	n Monitoring and 
Troubleshooting

	n Remotely update firmware 
and modems

	n Group and device reporting

	n LTE data usage limit 
enforcement

	n Enhanced smart SIM 
switching
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Provisioning

Zero Touch Deployment

Setting up large networks across multiple locations can be complex and require specialized 
expertise. FortiEdge Cloud simplifies this process, enabling simple device deployment by 
connecting them to power and the internet. This zero-touch provisioning eliminates manual 
configuration of Ethernet switches, wireless Access Points and WAN gateways, limiting the 
need for onsite personnel. Moreover, FortiEdge Cloud scales these features from the smallest 
branch deployment to the largest campus. FortiEdge Cloud streamlines deployments, reduces 
onsite staff requirements, and simplifies network management.

Network Planning 

FortiEdge Cloud simplifies network planning and configuration with its intuitive UI and powerful 
tools. Easily design and create your local area network, defining VLANS, SSIDs, and security 
settings—FortiEdge Cloud takes care of the rest. Need a captive portal? A few clicks and it’s 
ready. Setting up your 5G LTE network is also easy: select VPN plans based on your carrier, 
configure interface, VPN, firewall, and routing settings*. and set up custom alert notifications. 

Multi-Tenancy

FortiEdge Cloud simplifies managing multiple customers thanks to its multi-tenancy feature, 
which allows you to maintain many customers within a single license. This centralized system 
provides simple visibility and access across all tenants. You can also enable read-only 
customer accounts, for enhanced security and a personalized experience.

*Note. FortiSwitch advanced routing features require the FortiSwitch Advanced License.
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Management

A Comprehensive Platform

FortiEdge Cloud offers a comprehensive platform for managing and monitoring your network, 
from deployment to troubleshooting, with a scalable cloud-based model that can handle 
deployments ranging from a handful to thousands of devices. Leveraging international 
cloud management with isolated instances for Europe, America (US and Canada), and Asia, 
FortiEdge Cloud ensures data separation to comply with regional privacy laws. Easily add, 
remove, or upgrade devices remotely while keeping track of device health and status at a 
glance. Use profiles and groups to efficiently manage configurations across multiple devices 
simultaneously. 

Multiple dashboards provide a clear view of key statistics for all managed devices, including 
WAN gateway extenders, switches, APs, and clients. Drill down to view detailed information on 
specific devices, monitor LTE connectivity performance, bandwidth usage, and track device 
configuration and usage across dual SIM cards. Benefit from simplified reporting that enables 
data usage monitoring by group, device, or plan. FortiEdge Cloud prioritizes the security of 
your network management with built-in free two-factor authentication, providing an extra layer 
of protection for your valuable data.
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Streamlined Troubleshooting and Updates

Full Suite of Tools Available

FortiEdge Cloud streamlines troubleshooting with features like Topology views, Port level 
views, Status monitoring, Event Logs, Alarms, Spectrum Analysis, iPerf, cable testing, and 
Alerts. Schedule firmware updates and create targeted update profiles without navigating 
multiple screens. It offers a host of self-healing capabilities to minimize daily management 
requirements for wired and wireless networks. 

When issues arise, a full suite of troubleshooting tools is available. Gain visibility into RF 
conditions at your locations with Spectrum Analysis, use the included iPerf tool to test wired or 
wireless throughput, or test VLAN availability with the VLAN Probe. On your switches, perform 
cable tests or obtain trace route information. Manage inventory remotely with ease. See LTE 
connectivity performance and bandwidth usage at a glance. Quickly drill down into a device 
to view its configuration, carrier, location, and usage across dual SIM cards. Run reports on 
current status, historical data, or PCI compliance. 

For enhanced security troubleshooting, onboard UTP for FortiAP and leverage the power of 
the FortiGuard.
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Ordering Information

 
Visit https://www.fortinet.com/resources/ordering-guides for related ordering guides.

PRODUCT SKU DESCRIPTION

FortiEDGE Cloud

FortiAP Advanced Management License FC-10-90AP1-639-02-DD FortiEdge Cloud FAP (FAP/FAP-U/FAP-C) Advanced Management License Includes: full suite of 
FAP management features, one year Log Retention, and FortiCare Premium. (Note, FortiCare only 
applicable when used with FortiEdge Cloud).

FortiSwitch Advanced Management License FC-10-FSW00-628-02-DD FortiSwitch 100 Series (non-Rugged) FortiEdge Cloud Management SKU Including FortiCare Premium. 
(Note, FortiCare only applicable when used with FortiEdge Cloud).

FC-10-FSW10-628-02-DD FortiSwitch 200-400 Series (incl all FSW Rugged Models) FortiEdge Cloud Management SKU Including 
FortiCare Premium. (Note, FortiCare only applicable when used with FortiEdge Cloud).

FC-10-FSW20-628-02-DD FortiSwitch 500-900 Series FortiEdge Cloud Management SKU Including FortiCare Premium. (Note, 
FortiCare only applicable when used with FortiEdge Cloud).

FC-10-FSW30-628-02-DD FortiSwitch 1000 Series and Above FortiEdge Cloud Management SKU Including FortiCare Premium. 
(Note, FortiCare only applicable when used with FortiEdge Cloud).

FortiExtender Advanced Management 
License

 

FC-10-FEXC0-583-02-DD FortiExtender 100-200 Series (no dual modem, no vehicle models) FortiEdge Cloud Management SKU 
Including FortiCare Premium. (Note, FortiCare only applicable when used with FortiExtender Cloud).

FC-10-FEXC2-583-02-DD FortiExtender 300-500 Series (incl all vehicle and dual modem models) FortiEdge Cloud SKU Including 
FortiCare Premium. (Note, FortiCare only applicable when used with FortiExtender Cloud).

FortiCloud Services

FortiCloud Organizations — Regular FortiCloud accounts can enable Multi-Tenancy with FortiCloud Organizations up to 
10 accounts with no license needed. For more than 10 accounts, register Basic FNDN account.

FortiGuard Services

FortiAP-U Series UTP Service FC-10-90APU-443-02-DD FortiAP-U Series FortiGuard Universal Threat Protection Subscription Service License. Applicable to 
FortiGate or FortiCloud Cloud managed F-series or later FortiAP-U family Access Points.

FortiAP-G Series UTP Service FC-10-APGIS-768-02-DD FortiAP G Series FortiGuard Universal Threat Protection Subscription Service License for Application 
control and Web filtering modules. Applicable to FortiGate or FortiCloud managed G-Series or later 
FortiAP family Access Points.

Fortiswitch Advanced Features License

FortiSwitch Advanced Features License FS-SW-LIC-200 SW License for FS-200 Series Switches to activate Advanced Features.

FS-SW-LIC-400 SW License for FS-400 Series Switches to activate Advanced Features.

FS-SW-LIC-500 SW License for FS-500 Series Switches to activate Advanced Features.

FS-SW-LIC-600 SW License for FS-600 Series Switches to activate Advanced Features.

FS-SW-LIC-1000 SW License for FS-1000 Series Switches to activate Advanced Features.

FS-SW-LIC-2000 SW License for FS-2000 Series Switches to activate Advanced Features.

FS-SW-LIC-3000 SW License for FS-3000 Series Switches to activate Advanced Features.

https://www.fortinet.com/resources/ordering-guides
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Fortinet Corporate Social Responsibility Policy

Fortinet is committed to driving progress and sustainability for all through cybersecurity, with respect for human rights and 
ethical business practices, making possible a digital world you can always trust. You represent and warrant to Fortinet that you 
will not use Fortinet’s products and services to engage in, or support in any way, violations or abuses of human rights, including 
those involving illegal censorship, surveillance, detention, or excessive use of force. Users of Fortinet products are required 
to comply with the Fortinet EULA and report any suspected violations of the EULA via the procedures outlined in the Fortinet 
Whistleblower Policy.

https://www.fortinet.com/
https://www.fortinet.com/content/dam/fortinet/assets/legal/EULA.pdf
https://secure.ethicspoint.com/domain/media/en/gui/19775/Whistleblower_Policy.pdf
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